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[2.4]

controllers are 
fully accountable

[1.1] purposes must be jus�fied
 

● explicit, fair, legi�mate 
● lawful

[2.1] processing must be limited
to what is necessary for the 

jus�fied purposes 
& risks of excessive (beyond necessary) 

processing must be managed
 

  [2.2]  

processing must be
fit for purpose

 
[2.3]

data subjects must 
be empowered

 specify and document fair and legi�mate purposes

  iden�fy a suitable legal basis 

minimize processing opera�ons

 minimize sensi�vity-weighted informa�on content

minimize iden�fica�on events

assure that data is accurate and up-to-date

manage risk of inconsistency and unavailability

  inform data subjects adequately  (transparency)

           implement ways for data subjects to intervene  (rights)

assume responsibility to comply

prepare to be able to demonstrate compliance

[1]   what 
processing
is allowed?

[2]

how 
must the 
data be 

processed?

steps condi�ons ac�ons

[1.1.a]

[1.1.b]

[2.1.a]  

[2.1.b]  
 
[2.1.c]  

[2.2.a]  

[2.2.b]  

[2.3.a]  

[2.3.b]  

[2.4.a]  

[2.4.b]  

Structure of the GDPR
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● number of data 
subjects
 

● data per data subject

[2.1] 

impact 
of processing

(as planned & risks) 
[2.1.a]  

minimize use 
of data by persons 

[2.1.b]  minimize 
sensi�vity-weighted 
informa�on content

Minimiza�on is rela�ve to purposes and risk:
 

● limit to what is necessary for the
jus�fied (specified + compa�ble) purposes
 

● cost of risk mi�ga�on appropriate for risk 

● pseudonymiza�on,
● anonymiza�on

(risk of (re-)iden�fica�on)

[2.1.c]  
minimize iden�fica�on 

of data subjects

purpose limita�on:
 

● jus�fied use: (instruc�ons)

minimum required
 

● unjus�fied use: 
prevent (risk management)

● number of data 
subjects
 

● data per data subject

[2.1] 

impact 
of processing 

ac�vity
(as planned & risks) 

[2.1.b]  minimize 
sensi�vity-weighted 
informa�on content

Minimiza�on is rela�ve to purposes and risk:
 

● Limit to what is necessary for the
jus�fied (specified + compa�ble) purposes
 

● Effort of risk mi�ga�on appropriate for risk 

● pseudonymiza�on,
● anonymiza�on

(risk of (re-)iden�fica�on)

[2.1.c] minimize 
iden�fica�on events

(as planned & risks)

disclosure:
 

use implies disclosure

[2.1.a] minimize 
processing opera�ons 
(processing itself, Art. 4(2))  

Impact of a Processing Ac�vity


